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1
DETERMINING ALERT CRITERIA IN A
NETWORK ENVIRONMENT

FIELD OF THE INVENTION

The present invention relates generally to the field of event
notification, and more particularly to determining alert crite-
ria.

BACKGROUND OF THE INVENTION

In an organization there are incidents recorded where a
device or a service becomes unresponsive, inhibited,
unreachable, and so on, which can hamper the operations of
the organization. In most of the cases, actions such as root
cause determination, rebooting the computer system, and/or
collecting system dump data is taken after an incident has
occurred.

In a storage area network (SAN), a storage resource man-
agement (SRM) program collects data from various devices
and/or component of a computer system. The data collected
includes current and historical performance metrics and
device details. The SRM program raises alerts based on the
threshold values set for a particular metric for a particular
device. The alerts are raised once the actual value of the
metric for the particular device or system component meets
the threshold condition set by a user.

SUMMARY

Embodiments of the present invention disclose a method,
computer program product, and system for determining alert
criteria based on network conditions that existed during a
previous incident. A first computer system determining a time
range for a first instance of an incident in a computer system.
The first computer system collecting conditions of at least one
component of the computer system. The first computer sys-
tem deriving a set of alert conditions for the incident from the
collected conditions. The existence of the incident inhibits
functionality of the at least one component of the computer
system. The collected conditions were present during the time
range. At least the collecting and deriving steps are performed
by computer software running on computer hardware.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

FIG. 1 is a schematic view of a first embodiment of a
system according to the present invention;

FIG. 2 is a flowchart showing a method performed, at least
in part, by the first embodiment system;

FIG. 3 is a schematic view of amachine logic (for example,
software) portion of the first embodiment system;

FIG. 4is a schematic view of amachine logic (for example,
software) portion of the first embodiment system;

FIG. 5 is a schematic view of amachine logic (for example,
software) portion of a networked computers system accord-
ing to an embodiment of the present invention; and

FIG. 6 is a screenshot view generated by the machine logic
portion shown in FIG. 5.

DETAILED DESCRIPTION

Alert conditions datasets are created from historic data
taken from actual incidents for which the alert condition
datasets are to indicate during future operations. A networked
computers system including various devices is monitored for
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alert conditions associated with one, or more, of the devices.
The severity of an alert is based on the number of alert
conditions met for a given alert conditions dataset. The
present invention may be a system, a method, and/or a com-
puter program product. The computer program product may
include a computer readable storage medium (or media) hav-
ing computer readable program instructions thereon for caus-
ing a processor to carry out aspects of the present invention.

The computer readable storage medium can be a tangible
device that can retain and store instructions for use by an
instruction execution device. The computer readable storage
medium may be, for example, but is not limited to, an elec-
tronic storage device, a magnetic storage device, an optical
storage device, an electromagnetic storage device, a semicon-
ductor storage device, or any suitable combination of the
foregoing. A non-exhaustive list of more specific examples of
the computer readable storage medium includes the follow-
ing: a portable computer diskette, a hard disk, a random
access memory (RAM), aread-only memory (ROM), an eras-
able programmable read-only memory (EPROM or Flash
memory), a static random access memory (SRAM), a por-
table compact disc read-only memory (CD-ROM), a digital
versatile disk (DVD), a memory stick, a floppy disk, a
mechanically encoded device such as punch-cards or raised
structures in a groove having instructions recorded thereon,
and any suitable combination of the foregoing. A computer
readable storage medium, as used herein, is not to be con-
strued as being transitory signals per se, such as radio waves
or other freely propagating electromagnetic waves, electro-
magnetic waves propagating through a waveguide or other
transmission media (e.g., light pulses passing through a fiber-
optic cable), or electrical signals transmitted through a wire.

Computer readable program instructions described herein
can be downloaded to respective computing/processing
devices from a computer readable storage medium or to an
external computer or external storage device via a network,
for example, the Internet, a local area network, a wide area
network and/or a wireless network. The network may com-
prise copper transmission cables, optical transmission fibers,
wireless transmissions, routers, firewalls, switches, gateway
computers and/or edge servers. A network adapter card or
network interface in each computing/processing device
receives computer readable program instructions from the
network and forwards the computer readable program
instructions for storage in a computer readable storage
medium within the respective computing/processing device.

Computer readable program instructions for carrying out
operations of the present invention may be assembler instruc-
tions, instruction-set-architecture (ISA) instructions,
machine instructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, or either
source code or object code written in any combination of one
or more programming languages, including an object ori-
ented programming language such as Smalltalk, C++ or the
like, and conventional procedural programming languages,
such as the “C” programming language or similar program-
ming languages. The computer readable program instructions
may execute entirely on the user’s computer, partly on the
user’s computer, as a stand-alone software package, partly on
the user’s computer and partly on a remote computer or
entirely on the remote computer or server. In the latter sce-
nario, the remote computer may be connected to the user’s
computer through any type of network, including a local area
network (LAN) or a wide area network (WAN), or the con-
nection may be made to an external computer (for example,
through the Internet using an Internet Service Provider). In
some embodiments, electronic circuitry including, for
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example, programmable logic circuitry, field-programmable
gate arrays (FPGA), or programmable logic arrays (PLA)
may execute the computer readable program instructions by
utilizing state information of the computer readable program
instructions to personalize the electronic circuitry, in order to
perform aspects of the present invention.

Aspects of the present invention are described herein with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems), and computer program prod-
ucts according to embodiments of the invention. It will be
understood that each block of the flowchart illustrations and/
or block diagrams, and combinations of blocks in the flow-
chart illustrations and/or block diagrams, can be imple-
mented by computer readable program instructions.

These computer readable program instructions may be pro-
vided to a processor of a general purpose computer, special
purpose computer, or other programmable data processing
apparatus to produce a machine, such that the instructions,
which execute via the processor of the computer or other
programmable data processing apparatus, create means for
implementing the functions/acts specified in the flowchart
and/or block diagram block or blocks. These computer read-
able program instructions may also be stored in a computer
readable storage medium that can direct a computer, a pro-
grammable data processing apparatus, and/or other devices to
function in a particular manner, such that the computer read-
able storage medium having instructions stored therein com-
prises an article of manufacture including instructions which
implement aspects of the function/act specified in the flow-
chart and/or block diagram block or blocks.

The computer readable program instructions may also be
loaded onto a computer, other programmable data processing
apparatus, or other device to cause a series of operational
steps to be performed on the computer, other programmable
apparatus or other device to produce a computer implemented
process, such that the instructions which execute on the com-
puter, other programmable apparatus, or other device imple-
ment the functions/acts specified in the flowchart and/or
block diagram block or blocks.

The flowchart and block diagrams in the Figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods, and computer pro-
gram products according to various embodiments of the
present invention. In this regard, each block in the flowchart
or block diagrams may represent a module, segment, or por-
tion of instructions, which comprises one or more executable
instructions for implementing the specified logical function
(s). In some alternative implementations, the functions noted
in the block may occur out of the order noted in the figures.
For example, two blocks shown in succession may, in fact, be
executed substantially concurrently, or the blocks may some-
times be executed in the reverse order, depending upon the
functionality involved. It will also be noted that each block of
the block diagrams and/or flowchart illustration, and combi-
nations of blocks in the block diagrams and/or flowchart
illustration, can be implemented by special purpose hard-
ware-based systems that perform the specified functions or
acts or carry out combinations of special purpose hardware
and computer instructions.

The present invention will now be described in detail with
reference to the Figures. FI1G. 1 is a functional block diagram
illustrating a networked computers system, generally desig-
nated 100, in accordance with one embodiment of the present
invention.

An embodiment of a possible hardware and software envi-
ronment for software and/or methods according to the present
invention will now be described in detail with reference to the
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Figures. FIG. 1 is a functional block diagram illustrating
various portions of networked computers system 100, includ-
ing: alert sub-system 102; client sub-systems 104, 106, 108,
110, 112; communication network 114; alert computer 200;
communication unit 202; processor set 204; input/output
(I/0) interface set 206; memory device 208; persistent storage
device 210; display device 212; external device set 214; ran-
dom access memory (RAM) devices 230; cache memory
device 232; program 300; alert conditions repository 234;
condition data store 236.

Sub-system 102 is, in many respects, representative of the
various computer sub-system(s) in the present invention.
Accordingly, several portions of sub-system 102 will now be
discussed in the following paragraphs.

Sub-system 102 may be a laptop computer, tablet com-
puter, netbook computer, personal computer (PC), a desktop
computer, a personal digital assistant (PDA), a smart phone,
or any programmable electronic device capable of communi-
cating with the client sub-systems via network 114. Program
300 is a collection of machine readable instructions and/or
data that is used to create, manage and control certain soft-
ware functions that will be discussed in detail, below, in the
Example Embodiment sub-section of this Detailed Descrip-
tion section.

Sub-system 102 is capable of communicating with other
computer sub-systems via network 114. Network 114 can be,
for example, a local area network (LAN), a wide area network
(WAN) such as the Internet, or a combination of the two, and
can include wired, wireless, or fiber optic connections. In
some embodiments, network 114 is a storage area network
(SAN) and client sub-systems, such as client sub-system 104,
are storage resources. In general, network 114 can be any
combination of connections and protocols that will support
communications between server and client sub-systems.

Sub-system 102 is shown as a block diagram with many
double arrows. These double arrows (no separate reference
numerals) represent a communications fabric, which pro-
vides communications between various components of sub-
system 102. This communications fabric can be implemented
with any architecture designed for passing data and/or control
information between processors (such as microprocessors,
communications and network processors, etc.), system
memory, peripheral devices, and any other hardware compo-
nents within a system. For example, the communications
fabric can be implemented, at least in part, with one or more
buses.

Memory 208 and persistent storage 210 are computer read-
able storage media. In general, memory 208 can include any
suitable volatile or non-volatile computer readable storage
media. It is further noted that, now and/or in the near future:
(1) external device(s) 214 may be able to supply, some or all,
memory for sub-system 102; and/or (ii) devices external to
sub-system 102 may be able to provide memory for sub-
system 102.

Program 300 is stored in persistent storage 210 for access
and/or execution by one or more of the respective computer
processors 204, usually through one or more memories of
memory 208. Persistent storage 210: (i) is at least more per-
sistent than a signal in transit; (ii) stores the program (includ-
ing its soft logic and/or data), on a tangible medium (such as
magnetic or optical domains); and (iii) is substantially less
persistent than permanent storage. Alternatively, data storage
may be more persistent and/or permanent than the type of
storage provided by persistent storage 210.

Program 300 may include both machine readable and per-
formable instructions and/or substantive data (that is, the type
of data stored in a database). In this particular embodiment,
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persistent storage 210 includes a magnetic hard disk drive. To
name some possible variations, persistent storage 210 may
include a solid state hard drive, a semiconductor storage
device, read-only memory (ROM), erasable programmable
read-only memory (EPROM), flash memory, or any other
computer readable storage media that is capable of storing
program instructions or digital information.

The media used by persistent storage 210 may also be
removable. For example, a removable hard drive may be used
for persistent storage 210. Other examples include optical and
magnetic disks, thumb drives, and smart cards that are
inserted into a drive for transfer onto another computer read-
able storage medium that is also part of persistent storage 210.

Alert conditions repository 234 is a data store that includes
substantive data in a form that program 300 reads as-needed
to support its alert function. In this embodiment, alert condi-
tions repository 234 is a relational database.

Communications unit 202, in these examples, provides for
communications with other data processing systems or
devices external to sub-system 102. In these examples, com-
munications unit 202 includes one or more network interface
cards. Communications unit 202 may provide communica-
tions through the use of either or both physical and wireless
communications links. Any software modules discussed
herein may be downloaded to a persistent storage device
(such as persistent storage device 210) through a communi-
cations unit (such as communications unit 202).

1/O interface set 206 allows for input and output of data
with other devices that may be connected locally in data
communication with server computer 200. For example, [/O
interface set 206 provides a connection to external device set
214. External device set 214 will typically include devices
such as a keyboard, keypad, a touch screen, and/or some other
suitable input device. External device set 214 can also include
portable computer readable storage media such as, for
example, thumb drives, portable optical or magnetic disks,
and memory cards. Software and data used to practice
embodiments of the present invention, for example, program
300, can be stored on such portable computer readable stor-
age media. In these embodiments the relevant software may
(or may not) be loaded, in whole or in part, onto persistent
storage device 210 via l/O interface set 206. I/O interface set
206 also connects in data communication with display device
212.

Display device 212 provides a mechanism to display data
to a user and may be, for example, a computer monitor or a
smart phone display screen.

The programs described herein are identified based upon
the application for which they are implemented in a specific
embodiment of the present invention. However, it should be
appreciated that any particular program nomenclature herein
is used merely for convenience, and thus the present invention
should not be limited to use solely in any specific application
identified and/or implied by such nomenclature.

Program 300 operates to monitor system components of a
computing system, such as those shown in alert sub-system
102, for alert conditions associated with previously encoun-
tered incidents. The term “system components,” as used
herein, refers to one, or more, of the following: (i) hardware;
(i) software; and (iii) a combination of hardware and soft-
ware. In addition to monitoring for alert conditions, program
300 automatically creates alert condition datasets and reports
identified incidents and their severity according to the per-
centage of alert conditions within the alert conditions dataset
that are met during operation of the system.

Some embodiments of the present invention recognize the
following facts, potential problems and/or potential areas for
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improvement with respect to the current state of the art: (i)
typically, incidents which result in a failure are not just based
on a particular device or its component; (ii) the affect of the
failure reaches across the devices, though the root cause can
be isolated to a single device or a component of a device; (iii)
users would like to set the alert requirements properly so that
they are alerted early about a possible incident; (iv) alerts
raised in an SRM system do not predict or warn of major
incidents because the alerts work independent of other trig-
gering conditions; (v) even if a set of thresholds is established
for various alerts, it will be highly unlikely to predict the exact
state of the environment during the time of a failure incident
because it is very difficult for humans to establish the thresh-
olds to predict the state of different devices in an event of an
incident; (vi) although management software solutions pro-
vide for setting thresholds, the threshold alerts act indepen-
dently of other thresholds being met; and/or (vii) conven-
tional threshold alerts are based on an associated metric and/
or a state of a particular device or system component (for
example, if there is a threshold value set on a port of a device,
the corresponding alert arises only if the actual value is
greater than or less than the threshold value, but this alert is
limited to a port of a particular device).

To capture metrics and states of network devices during a
particular incident, a user provides a time range for which the
incident took place including, for example: (i) start time and
date of the incident; and (ii) end time and date of the incident.
Alternatively, a system monitoring program determines the
start time and end time of an incident. The values of various
metrics during the event are compared to the values just prior
to the event to identify a set of relevant metrics, or alert
condition data. The relevant metrics are those metrics having
the most variance between the value identified in the collected
condition data during the incident and the value of the respec-
tively corresponding condition data just before the incident.
That is, the metric and state values that demonstrate a vari-
ance are, in fact, the values for the various components of the
computers system during the time of the incident.

Based on these inputs, program 300 creates alerting criteria
in the form of an alert conditions dataset, representing the
states of different devices and their respective performance
data over the specified time range of an incident. The alert
conditions dataset is created to alert the user of a possibility of
incident recurrence. In this embodiment, the alert conditions
dataset is added to alert conditions repository 234 for target-
ing the recurrence of other incident(s) that have occurred.
Each set of alert conditions data that is stored in the alert
conditions repository acts to notify a user of a possible past
incident recurrence. Each set of alert conditions data identi-
fies the specific metric(s) and/or state(s) of device(s) during
the specified time range of each incident.

Some embodiments of the present invention provide vari-
ous degrees of incident alerts. For example, when an alert
program identifies a five-condition pattern over a specified
time range for Incident A, it may create five distinct alerts for
that incident. Each alert condition dataset is based upon one,
ormore, alert conditions related to device performance and/or
device state. Each alert condition may be assigned a weight.
Based on the weight for each condition, the user takes varying
corrective actions. Multiple triggers of alert conditions in an
alert conditions dataset for an incident, alerts the user that the
network environment is following closely to a pattern of
conditions that were associated with that incident. Meeting all
the alert conditions in an alert condition dataset triggers an
alert of the high possibility for incident recurrence.

FIG. 2 shows flowchart 250 depicting a first method
according to the present invention. FIGS. 3 and 4 show pro-
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gram 300 and corresponding software modules for perform-
ing at least some of the method steps of flowchart 250. This
method and associated software will now be discussed, over
the course of the following paragraphs, with extensive refer-
ence to FIG. 2 (for the method step blocks) and FIGS. 3 and
4 (for the software blocks).

Processing begins at step S255, where condition data mod-
ule 355 collects condition data for devices in networked com-
puters system 100. Data collected may include, and is not
limited to: (i) datarates; (ii) /O rates; (iii) response times; (iv)
transfer rates; (v) port send I/O rate; (vi) port receive 1/O rate;
(vii) read data rate; (viii) write response time; (ix) total trans-
fer size; (x) number of volumes; (xi) number of disks; (xii)
volume capacity; (xiii) used capacity; (xiv) free capacity; (xv)
system status; (xvi) is detectable; (xvii) vendor; (xviii)
model; (xix) component type; (Xx) operational status; (xxi)
SQL service response time; (xxii) response time per transac-
tion; (xxiii) user transaction rate; (xxiv) redo generated rate;
(xxv) network traffic volume rate; (xxvi) current logons
count; (xxvii) execution rate; (xxviii) logical reads per trans-
action; (xxix) buffer cache hit ratio; and/or (xxx) user com-
mits rate. In this embodiment, collected data is timestamped
and stored in conditions data store. In some embodiments, a
storage duration is established for storing condition data
because only conditions data collected a relatively short
period before an incident start time is used by program 300.
Alternatively, condition data storage is limited in size and
time, such that condition data is stored in RAM, or cached.

Processing proceeds to step S260, where incident module
360 determines an incident occurrence. In this embodiment,
an incident occurrence is determined by the input by a user of
an incident start time and end time, referred to herein as the
“incident time range.” Alternatively, the incident module
determines an incident, and corresponding incident time
range, by communicating with a commercially available sys-
tem monitoring program (not shown). Each incident that is
determined is assigned a unique identifier and associated with
a file in alert conditions repository 234.

Processing proceeds to step S265, where collection mod-
ule 365 collects condition data stored by condition data mod-
ule 355 over the incident time range identified in step S260. In
this embodiment, condition data is collected such that it is
available over the incident time range and for a period of time
prior to the start time of the incident. Alternatively, condition
data is stored for a pre-determined period of time that may
only include a portion of the incident time range.

Processing proceeds to step S270, where alert condition
module 370 determines a set of alert conditions. The set of
alert conditions is determined by comparing the values of the
collected conditions during the incident with corresponding
values of baseline conditions during system operation (see
below for a definition of baseline conditions). For example,
alert conditions dataset 240a is a set of alert conditions, 242a,
242b, 242c¢, to 242n, associated with the file, Incident A, in
alert conditions repository 234. In this embodiment, the base-
line conditions are determined during a period of time before
the start of the incident. The number of baseline conditions
depends on the amount of storage space available. Alterna-
tively, baseline conditions data is collected just after the end
time of the incident. Alternatively, baseline conditions data is
retrieved from a set of fixed system specifications. Alterna-
tively, baseline conditions data is collected periodically and
stored in conditions data store 236, replacing any existing
baseline conditions data.

Processing proceeds to step S275, where monitor system
module 375 monitors networked computers system 100 for
one, or more alert conditions (such as conditions 242a, 2425,
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etc.) in alert conditions repository 234. Each alert condition is
associated with one, or more, incident files 2404, 2405, 240c¢,
to 240# (for Incidents A though N).

Processing proceeds to decision step S280, where data
processing module 380 determines whether or not sufficient
alert conditions are met to report a corresponding incident. If
insufficient alert conditions are met, processing returns to
step S275, where monitor system module 375 continues to
monitor networked computers system 100. When sufficient
alert conditions are met, processing proceeds to step S285.

Processing proceeds to step S285, where report module
385 reports one, or more incidents corresponding to the alert
conditions that are met. For example, alert condition 242a and
242¢ may be associated with both alert conditions datasets
240q and 2405. If data processing module 380 is programmed
to find that identifying any two alert conditions occurring in
the network is sufficient, then report module reports the pos-
sible occurrence of both Incident A (alert condition dataset
240q) and Incident B (alert condition dataset 2405).

Described below are exemplary implementation details for
dynamically determining priority criteria for alert conditions
in a storage area network (SAN) environment based on con-
dition data collected during past incidents.

FIG. 5 depicts system diagram of storage resource man-
agement (SRM) system 500 including corresponding SAN
530 according to an embodiment of the present invention.
SRM system 500 includes: SRM user program 510, monitor
devices module 512, thresholds module 514, automatic alerts
module 516, corrective actions module 518, SRM system
components 520, SRM agents 522, SRM services program
523, device management module 524, data management
module 525, alert management module 526, replication man-
agement module 527, SRM data store 528, SAN environment
530, file server 532, client computer system 534, data storage
devices 536, and tape library 538.

SRM user program 510 collects data from different
devices/components (see 532, 534, 536, 538) at regular inter-
vals as monitor device module 512 monitors the SAN envi-
ronment. The intervals may be small, for example five min-
utes. The various pieces of data collected by the SRM use
programs that are stored onto relational database 528. The
data stored in DRM database 528 is timestamped. The data
collected for the various devices is broadly divided into one,
or more, of the following areas: (i) data rates; (ii) I/O rates;
(iii) response times; and/or (iv) transfer rates. Categories of
metrics include, but are not limited to: (i) port send I/O rate;
(i1) port receive /O rate; (iii) read data rate; (iv) write
response time; and/or (v) total transfer size. There are many
metrics within each of the categories for each of the various
devices.

Along with performance metrics, discussed above, SRM
program 510 collects capacity metrics, such as: (i) number of
volumes; (ii) number of disks; (iii) volume capacity; (iv) used
capacity; and/or (v) free capacity. The SRM program also
collects status information and property information of the
various devices including: (i) system status; (ii) is detectable;
(iii) vendor; (iv) model; (v) component type; and/or (vi)
operational status.

Thresholds module 514 operates to create incident alerts
based on information collected by SRM program 510. Exem-
plary implementation details for dynamic incident alerts cre-
ation follows. A detailed description of the alert creation
process is provided with reference to FIG. 5. When prompted
by a user, thresholds module 514 retrieves collected condition
data for a selected device in SAN environment 530 from SRM
database 528 for a specified time, or date, range. The thresh-
olds module creates thresholds for the collected metrics based
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on the average value of each metric over the specified time
range. For example, if the threshold module has collected data
five different times during the time range provided, the values
of the data rate metric, “Metric 1,” for the specified device,
“Subsystem Device 3,” may be “40, 55, 70, 55, and 60.”
Accordingly, the threshold for Metric 1 is the average of the
collected values. That is, the threshold value for Metric 1 is
56. In this example, the range set for the metric is plus or
minus five percent. So, the threshold range for Metric 1 of
Subsystem Device 3 is 53.2 to 58.8. This exemplary approach
is taken for each of the conditions making up the alert condi-
tions dataset.

Once the threshold value(s) for each of the conditions is
determined, automatic alerts module 516 creates categories
of the alert conditions. For example, the alert thresholds for
the category “Data Rates” for device “Subsystem Device 3”
are recorded for a specified incident, such as “Incident on
04Feb2013.” Similarly, alert thresholds are set for the cat-
egory, “Response Time,” and so forth. The thresholds set are
specifically determined for the event occurring during the
time range provided. Corrective action module 518 operates
to determine a corrective action based on the severity of the
incident. An alert’s severity is based, at least in part, on the
number of categories of alert conditions that are triggered.
For example, if there are four categories of alert conditions set
for each of the metric type (Data Rate, Response Time, 1/O
Rate and Transfer Rate). When a condition for only one
metric type triggers an alert, there is a low severity, or likeli-
hood of a recurring incident. However, if all of the categories
of metrics within an alert condition dataset trigger an alert at
a particular time, the alert has a high severity, or high likeli-
hood that the corresponding incident is recurring. Corrective
actions module 518 takes corrective actions based on the
severity of the alerts raised from the automated alert condi-
tions dataset. In this embodiment, the corrective actions mod-
ule operates to provide the user with sufficient notice to take
preventive actions in averting a possible recurrence of the past
incident. Alternatively, the corrective actions module deter-
mines a corrective action based on pre-determined actions
according to the severity of the alert received.

FIG. 6 depicts screenshot 600 for creating incident-based
alerts. In this embodiment, an incident-based alert is created
by a user via the user interface depicted in FIG. 6. The user
names the set of alert conditions in field 602 and enters the
range of time over which the condition data is to represent in
fields 604 (start time) and 606 (end time). In this embodiment,
a target device is prompted for in field 608. Alternatively, no
target device is provided.

The following example illustrates how multiple metrics are
required to adequately alert a possible recurrence of the past
incident. An SVC (Vitualizer) is connected to a DS8K (Sub-
system with disks/storage) via a network switch. During the
time period of the incident, the system identifies that the
VDisk of SVC (VDiskl) has 1000 10s/second. Further, the
SVC has a Port Send Data Rate (for a particular port) with
higher bits transferred/per second compared to the time prior
to the starttime of the incident. During the same time range as
the incident, DS8K shows very slow Write Response Time for
the volume “Vol3.” Also, a switch’s “Port 5 shows that there
is a huge Transfer Rate during the same time range as the
incident.

The above conditions are identified as variants forming an
alert condition dataset by threshold module 514 (see FIG. 5).
These four metrics are used to generate an alert condition
dataset including: (i) /O Rate metrics on SVC for the iden-
tified VDisk; (ii) Port Send Data Rate for the same SVC for
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the given port; (iii) Write Response Time for the volume Vol3
on DS8K system; and (iv) Transfer Rate of the Switch’s port5.

All four metrics are identified with their respective values
to create an alert condition dataset. When these alert condi-
tions are met again, an alert will be raised to possibly avert a
recurrence of the represented incident.

Some embodiments of the present invention may include
one, or more, of the following features, characteristics and/or
advantages: (i) captures the states and metrics of different
devices in an event of an incident; (ii) uses the captured states
and metrics to avert a possible recurrence of the incident; (iii)
using alert conditions datasets to identify possible recur-
rences of incidents; (iv) multiple degrees of an alert are avail-
able to avoid a recurrence of an incident; (v) generates auto-
matic alerts based on the collected conditions from past
incidents’ time range, which is provided by the user; (vi)
averts a possible recurrence of the past incidents; (vii) auto-
mated alerts tuned to function more efficiently than alerts set
by users; (viii) alerts function according to multiple metrics;
(ix) alert conditions are met according to the state of one or
more devices; (X) alerts are specific to the metrics and/or state
that causes the incident to occur, which is likely unique to a
particular customer system; (xi) captures the state of the
monitored system and defines the alert conditions based on
the values of relevant metrics from the provided time range;
(xii) automated definition of alert condition datasets; (xiii)
sets alert condition values based on a relatively small histori-
cal dataset; (xiv) stores alert conditions dataset in an alert
conditions database to monitor a system for repetition of
entire incident; (xv) stores alert conditions dataset in an alert
conditions database to monitor a system for repetition of
system state conditions; and/or (xvi) creates the basis for
generating alerts.

It should be recognized by those skilled in the art that the
above exemplary embodiments directed to an SAN environ-
ment may be equally applied to other computer networks such
as those described herein and illustrated in FIG. 1.

Some helpful definitions follow:

Present invention: should not be taken as an absolute indi-
cation that the subject matter described by the term “present
invention” is covered by either the claims as they are filed, or
by the claims that may eventually issue after patent prosecu-
tion; while the term “present invention™ is used to help the
reader to get a general feel for which disclosures herein that
are believed as maybe being new, this understanding, as indi-
cated by use of the term “present invention,” is tentative and
provisional and subject to change over the course of patent
prosecution as relevant information is developed and as the
claims are potentially amended.

Embodiment: see definition of “present invention”
above—similar cautions apply to the term “embodiment.”

and/or: inclusive or; for example, A, B “and/or” C means
that at least one of A or B or C is true and applicable.

User/subscriber: includes, but is not necessarily limited to,
the following: (i) a single individual human; (ii) an artificial
intelligence entity with sufficient intelligence to act as a user
or subscriber; and/or (iii) a group of related users or subscrib-
ers.

Computer: any device with significant data processing and/
or machine readable instruction reading capabilities includ-
ing, but not limited to: desktop computers, mainframe com-
puters, laptop computers, field-programmable gate array
(fpga) based devices, smart phones, personal digital assis-
tants (PDAs), body-mounted or inserted computers, embed-
ded device style computers, application-specific integrated
circuit (ASIC) based devices.
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Dataset: a set of one, or more, pieces of component, device,
and/or system information including status and/or perfor-
mance data.

Baseline conditions: conditions actually existing, expected
to exist, or not existing during a period of time around the
occurrence of a first alert condition indicating an incident. For
example, the period of time may be a brief period before the
occurrence of the first alert condition and/or a brief period
after the incident occurs. Where conditions expected to exist
are part of the baseline conditions, the conditions are retrieved
from a set of system specifications.

The claims are as follows:

1. A method comprising:

collecting a set of baseline conditions for at least one sys-
tem component during operation of a computer system
when no existence of alert conditions are identified;

determining a time range for a first instance of an incident
in the computer system;

collecting a set of collected conditions of at least one com-
ponent of the computer system; and

deriving a set of alert conditions for the incident from the
set of collected conditions;

wherein:

existence of the incident inhibits functionality of the at
least one component of the computer system;

the set of collected conditions were present during the time
range; and
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at least the collecting and deriving steps are performed by

computer software running on computer hardware.

2. The method of claim 1, further comprising:

monitoring the at least one component of the computer

system for the existence of an alert condition included in
the set of alert conditions; and

responsive to identifying existence of the alert condition in

the at least one component of the computer system,
generating an alert of a second instance of the incident.

3. The method of claim 2, wherein the alert indicates a
percentage of alert conditions included in the set of alert
conditions that are identified as existing in the at least one
component of the computer system.

4. The method of claim 1, wherein the step of deriving the
set of alert conditions for the incident from the collected
conditions further includes:

comparing the set of collected conditions to the set of

baseline conditions.

5. The method of claim 1, wherein the step of deriving the
set of alert conditions for the incident from the set of collected
conditions further includes:

selecting from the set of collected conditions the set of alert

conditions based, at least in part, on a pre-determined
variance between a value of a condition in the set of
collected conditions and a corresponding value of a con-
dition in the set of baseline conditions.

#* #* #* #* #*



